
247

Nuclear Regulatory Commission § 10.10

and will afford those individuals de-
scribed in § 10.2 the opportunity for ad-
ministrative review of questions con-
cerning their eligibility for access au-
thorization and/or employment clear-
ance.

§ 10.5 Definitions. 
Access authorization means an admin-

istrative determination that an indi-
vidual (including a consultant) who is 
employed by or an applicant for em-
ployment with the NRC, NRC contrac-
tors, agents, and licensees of the NRC, 
or other person designated by the Dep-
uty Executive Director for Manage-
ment Services, is eligible for a security 
clearance for access to Restricted Data 
or National Security Information. 

Commission means the Nuclear Regu-
latory Commission of five members or 
a quorum thereof sitting as a body, as 
provided by section 201 of the Energy 
Reorganization Act of 1974, or its des-
ignee. 

Eligible or Eligibility means both ini-
tial eligibility and continued eligi-
bility of an individual for access au-
thorization and/or employment clear-
ance. 

Employment Clearance means an ad-
ministrative determination that an in-
dividual (including a consultant) who 
is an NRC employee or applicant for 
NRC employment and other persons 
designated by the Deputy Executive 
Director for Management Services of 
the NRC is eligible for employment or 
continued employment pursuant to 
subsection 145(b) of the Atomic Energy 
Act of 1954, as amended. 

Hearing Counsel means an NRC attor-
ney assigned by the General Counsel to 
prepare and administer hearings in ac-
cordance with this part. 

Hearing Examiner means a qualified 
attorney appointed by the Director, Of-
fice of Administration, to conduct a 
hearing in accordance with this part. 

National Security Information means 
information that has been determined 
pursuant to Executive Order 12958 or 
any predecessor order to require pro-
tection against unauthorized disclosure 
and that is so designated. 

NRC Personnel Security Review Panel 
means an appeal panel appointed by 
the Deputy Executive Director for 
Management Services and consisting of 

three members, two of whom shall be 
selected from outside the security 
field. One member of the Panel shall be 
designated as Chairman. 

Personnel Security Review Examiners 
are persons designated by the Execu-
tive Director for Operations to conduct 
a review of the record in accordance 
with this part. 

Restricted Data means all data con-
cerning design, manufacture, or utili-
zation of atomic weapons, the produc-
tion of special nuclear material, or the 
use of special nuclear material in the 
production of energy, but shall not in-
clude data declassified or removed 
from the Restricted Data category pur-
suant to section 142 of the Atomic En-
ergy Act of 1954, as amended. 

[47 FR 38676, Sept. 2, 1982, as amended at 51 
FR 35999, Oct. 8, 1986; 52 FR 31609, Aug. 21, 
1987; 54 FR 53316, Dec. 28, 1989; 64 FR 15641, 
Apr. 1, 1999]

Subpart B—Criteria for Deter-
mining Eligibility for Access to 
Restricted Data or National 
Security Information or an Em-
ployment Clearance

§ 10.10 Application of the criteria. 

(a) The decision as to access author-
ization and/or employment clearance is 
a comprehensive, common-sense judg-
ment, made after consideration of all 
the information, favorable or unfavor-
able, relevant to whether the granting 
of access authorization and/or employ-
ment clearance would not endanger the 
common defense and security and 
would be clearly consistent with the 
national interest. 

(b) The criteria in § 10.11 set forth a 
number of the types of derogatory in-
formation used to assist in making de-
terminations of eligibility for access 
authorization and/or employment 
clearance. These criteria are not ex-
haustive but contain the principal 
types of derogatory information which 
create a question as to the individual’s 
eligibility for access authorization and/
or employment clearance. While there 
must necessarily be adherence to such 
criteria, the NRC is not limited to 
them, nor precluded from exercising its 
judgment that information or facts in 
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a case under its cognizance are deroga-
tory although at variance with, or out-
side the scope of, the stated categories. 
These criteria are subject to con-
tinuing review and may be revised from 
time to time as experience and cir-
cumstances may make desirable. 

(c) When the reports of investigation 
of an individual contain information 
reasonably tending to establish the 
truth of one or more of the items in the 
criteria, such information shall be re-
garded as derogatory and shall create a 
question as to the individual’s eligi-
bility for access authorization and/or 
employment clearance. A question con-
cerning the eligibility of an individual 
for access authorization and/or employ-
ment clearance shall be resolved in ac-
cordance with the procedures set forth 
in § 10.20 et seq.

(d) In resolving a question concerning 
the eligibility or continued eligibility 
of an individual for access authoriza-
tion and/or employment clearance, the 
following principles shall be applied by 
the Director, Division of Facilities and 
Security, Hearing Examiners, and the 
NRC Personnel Security Review Panel: 

(1) Information reasonably tending to 
establish the truth of one or more of 
the items in the criteria shall be the 
basis for recommending denial or rev-
ocation of access authorization and/or 
employment clearance unless evidence 
to support faith in the individual’s reli-
ability and trust-worthiness is affirma-
tively shown. 

(2) When deemed material to the de-
liberations, the extent of the activity, 
conduct, or condition, the period in 
which they occurred or existed, the 
length of time which has since elapsed, 
and the attitude and convictions of the 
individual shall be considered in deter-
mining whether the recommendation 
will be adverse or favorable. 

[47 FR 38676, Sept. 2, 1982, as amended at 64 
FR 15641, Apr. 1, 1999]

§ 10.11 Criteria. 
(a) The criteria for determining eligi-

bility for access authorization and/or 
employment clearance shall relate, but 
not be limited, to the following where 
an individual: 

(1) Committed, attempted to commit, 
aided, or abetted another who com-
mitted or attempted to commit any act 

of sabotage, espionage, treason, sedi-
tion, or terrorism. 

(2) Publicly or privately advocated 
actions that may be inimical to the in-
terest of the United States, or publicly 
or privately advocated the use of force 
or violence to overthrow the Govern-
ment of the United States or the alter-
ation of the form of government of the 
United States by unconstitutional 
means. 

(3) Knowingly established or contin-
ued a sympathetic association with a 
saboteur, spy, traitor, seditionist, an-
archist, terrorist, or revolutionist, or 
with an espionage agent or other secret 
agent or representative of a foreign na-
tion whose interests may be inimical 
to the interests of the United States, 
or with any person who advocates the 
use of force or violence to overthrow 
the Government of the United States 
or the alteration of the form of govern-
ment of the United States by unconsti-
tutional means. 

(4) Joined or engaged in any activity 
knowingly in sympathy with or in sup-
port of any foreign or domestic organi-
zation, association, movement, group, 
or combination of persons which un-
lawfully advocates or practices the 
commission of acts of force or violence 
to prevent others from exercising their 
rights under the Constitution or laws 
of the United States or any State or 
any subdivisions thereof by unlawful 
means, or which advocate the use of 
force and violence to overthrow the 
Government of the United States or 
the alteration of the form of govern-
ment of the United States by unconsti-
tutional means. (Ordinarily, criteria (3) 
and (4) will not include chance or cas-
ual meetings or contacts limited to 
normal business or official relations.) 

(5) Deliberately misrepresented, fal-
sified or omitted relevant and material 
facts from or in a personnel security 
questionnaire, a personal qualifica-
tions statement, a personnel security 
interview, or any other information 
submitted pursuant this part. 

(6) Willfully violated or disregarded 
security regulations or was grossly 
negligent with respect thereto to a de-
gree which could endanger the common 
defense and security; or by intention or 
gross carelessness disclosed Restricted 
Data or national security information 
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